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GSM controller CG17 

 

 Safety requirements 

The security alarm system should be installed and maintained by qualified personnel.  

Prior to installation, please read carefully this manual in order to avoid mistakes that can lead to malfunction or even 
damage to the equipment.  

Disconnect power supply before making any electrical connections.  

Changes, modifications or repairs not authorized by the manufacturer shall void your rights under the warranty.  

Please act according to your local rules and do not dispose of your unusable alarm system or its components with 
other household waste. 
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 Description 

GSM controller CG17 is a multifunctional device with inputs and controllable outputs. It can be used in several ways:  
 

 
 
 
 
 
 
 
 
 
 
 
 
 

  

Configuration 

¶ Quick and easy installation 

¶ Remote configuration and firmware updates 

¶ Two access levels for setting of operating 
parameters 

 

Inputs and outputs 

¶ 1 input, 2 outputs, 3 double purpose contacts for setting either input or output functionality 

¶ 1-wire data bus for up to 8 temperature sensors 

¶ Using iO series expanders it is possible to expand inputs number up to 12 

¶ Outputs can be controlled via: 
o Mobile/Web Protegus application or 
o SMS/Call 
o [ƻŎŀƭ ŜǾŜƴǘΣ ǎǳŎƘ ŀǎ ƛƴǇǳǘ ǘǊƛƎƎŜǊΣ ōȅ ǳǎŜǊ ŘŜŦƛƴŜŘ ƛŦΧǘƘŜƴ ŀƭƎƻǊƛǘƘƳ 

 

Keypad and battery support 

¶ With TM17, iButton key reader system status can be 
indicated and controlled (Armed/Disarmed) 

¶ Back-up power supply from 12 V battery 

 

Communications 

¶ Vocal reporting by Voice calls to selected phones (up to eight 
users) about an occurred event 

¶ Event reporting to Protegus Mobile/Web application, allowing 
user to remotely monitor and control its alarm system 

¶ Event reporting via SMS messages up to eight users in user 
friendly SMS messages 

¶ Primary and back-up controlled connection with ARC, 
transmitting events in Contact ID codes 

¶ Cellular network jamming recognition and notification 
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 Technical parameters 

 

 Purpose of screw terminals 

Screw terminal Description 

AC/+DC Positive 16-24 DC or 16-18 AC  

AC/-DC Negative DC or AC 

BAT+ Port for connecting the 12 V back-up battery 

BAT- Port for connecting the 12 V back-up battery 

+5V Positive 1-wire devices 5V DC supply contact. 

1 WIRE 1-wire devices data circuit contact (iButton keys, temperature sensors) 

A 485 RS-485 connection positive contact (enables connect iO and iO-WL expanders) 

B 485 RS-485 connection negative contact (enables connect iO and iO-WL expanders) 

1 IN 1st input  

2 IN/1 OUT Double purpose terminal: 2nd selectable type input or 1st open-collector (OC) output (pre-set as 
NO type input by default) 

COM Common (negative) 

Parameters Description 

Power supply voltage 16-24 VDC, 16-18 VAC 

Current consumption 50 mA (stand-by),  
Up to 200 mA (transmitting) 

Back-up power supply [BAT] 12 V Leadςacid battery 

Battery charge current Up to 500 mA 

Power supply and current for 
external devices [+12V] 

12 VDC, up to 1000 mA 

GSM modem frequencies 850 / 900 / 1800 / 1900 MHz 

3G modem frequencies 800 / 850 / 900 / 1900 / 2100 MHz 

Input [IN] 1, selectable ǘȅǇŜ ƛƴǇǳǘΥ b/Σ bhΣ 9h[ όмлƪҠύ 

Outputs [OUT] 2, open collector (OC) type outputs, up to 1A current 

Double purpose terminals [IN/OUT] оΣ ǎŜƭŜŎǘŀōƭŜ ƻǊ b/Σ bhΣ  9h[ όмлƪҠύ ǘȅǇŜ ƛƴputs, or OC type output, with commutate 
current up to 100 mA 

1-wire data bus long [1 WIRE] Up to 30 m 

Temperature sensors [1-WIRE] aŀȄƛƳϯκ5ŀƭƭŀǎϯ 5{му{нлΣ 5{му.нл 

Maximum number of temperature 
sensors connected to the 1-Wire bus 

8 

Contact (iButton) keys [1-WIRE] aŀȄƛƳϯκ5ŀƭƭŀǎϯ 5{мффл! 

Maximum number of contact 
(iButton) keys  

12 

Communication with  ARC  Encrypted TCP/IP or UDP/IP, SMS 

RS-485 data bus long Up to 100 m 

Maximum number of devices 
connected to the RS-485 bus 

8 

Memory Up to 60 events 

Internal clock Yes 

Events reporting channels GPRS or 3G, SMS, Voice call 

Connection with ARC TCP/IP or UDP/IP, or SMS 

Event encryption key TRK / 6 symbol key 

Operating environment From -мл ϲ/ ǘƻ рл ϲ/Σ ǿƛǘƘ ǊŜƭŀǘƛǾŜ ŀƛǊ ƘǳƳƛŘƛǘȅ л-7л҈ ǿƘŜƴ Ҍнл ϲ/ 

Dimensions 95x65x25 mm 

Weight 0.10 kg 
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3 IN/2 OUT Double purpose terminal: 3rd selectable type input or 2nd open-collector (OC) output (preset as 
NO type input by default) 

4 IN/3 OUT Double purpose terminal: 4th selectable type input or 3rd open-collector (OC)  output (preset as 
NO type input by default) 

+ 12V 12 VDC 

4 OUT 4th open-collector output 

5 OUT 5th open-collector output 
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 Light indication description 
 

Indicator Light Status Description 

Network Green solid Connected to GSM network 

Blinking yellow  Sufficient GSM signal strength from 0 - 5  

Data Green solid Sending message 

Yellow solid Unsent event messages are presented in buffer 

Power Green blinking Power supply is on with sufficient voltage 

Yellow blinking  Low battery 

Green and yellow blinking   (Configuration mode) Communicator is ready for configuration 

Trouble If red LED is blinking:  

1 blink No SIM card 

2 blinks SIM card PIN code problem (incorrect PIN code) 

3 blinks Can not connect to GSM network 

4 blinks Problem with primary channel 

5 blinks Problem with backup channel 

6 blinks Set CG17 internal clock 

7 blinks Power supply voltage is insufficient 

8 blinks AC fault 

9 blinks RS485 module malfunction 
 

 Communicator board 

 
 

 Before you begin 

Before you begin, make sure that you have the necessary:  

 
Order them separately from your local distributor. 

 

 Connect CG17 to TrikdisConfig 

Communicator can be configured using TrikdisConfig software for MS Window OS via USB cable or remotely (to see how to 
configure CG17 remotely, go to chapter  connect .  

1. GSM antenna SMA connector 
2. Light indicators 
3. Frontal case opening slot 
4. Terminal for external connections 
5. USB Mini-B port for communicator programming 
6. Nano SIM card slot 

5 

6 

1 

2 

3 

5 

4 

6 
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1) Download TrikdisConfig from www.trikdis.com (in search field type TrikdisConfig), and install it following the guides of 
the installation wizard. 

2) To connect communicator to computer: 
Using USB cable: Carefully open the casing with the flat-head screwdriver as shown below (this is one way how to open the 
casing): 

¶ To start programing: run the configuration software TrikdisConfig.  
o The software will automatically recognise connected communicator and will open a window for communicator/  

controller configuration;  

3) To read the communicators parameters: click Read [F4] and enter the Administrator code in a pop-up window. For the 
program to remember the code, check the box next to Remember password.  

 
 

 Status bar description  

Once the communicator parameters are read, the status bar will display information about the communicator.  

 
Status bar 

Name Description 

IMEI/Unique ID IMEI number of the communicator  

Status Action status 

Device Communicator type (must show CG17) 

SN Serial number 

BL Bootloader version 

FW Firmware version 

HW Hardware version 

State Connection status (USB or Remote) 

Admin Access level (shows up after access code is confirmed)  

 Set operation parameters 

Default parameters are set to communicate with Protegus Cloud. 

 System settings window 

 

Note: If administrator code is set as default (123456), it is not required to enter it and the request window will not appear. 
 
To set up the communicator from a saved configuration file, click Open [F8] and browse your computer to find the 
configuration file. 

http://www.trikdis.com/
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General pane 
¶ Write an appropriate Object ID (4 symbols hexadecimal number, 0-9, A-F).  

¶ Object name will be sent with SMS messages (max 20 characters, can be letters and numbers).  

¶ Test period: enables periodic test messages, which will be sent according to a time interval specified in this section. 

¶ Set Time synchronization ς communicator will set internal time according to IP server or GSM modem.  

¶ Clear Events after reset ς deletes all unsent events in communicator`s memory after reset. 

¶ SMS language ς set required language to use specific characters of language in SMS messages  

¶ Call ς when the alarm is activated, the communicator will call to the user(s), as many times as specified. If call will be rejected 
or answered after first call, the communicator will not call again. Call duration 20 s.  

¶ If the communicator captures that the same event messages were triggered, it can suspend those messages and do not send 
it to users. Specify Suspend event reporting when X same events per XX s.  

¶ Restore event reporting after ς specify time after which event reporting suspension will be canceled. Time limit ς 999 min.  

SIM pane 

¶ Enter SIM card PIN. 

¶ Enter APN ς network name. 

¶ If it is required, enter network name and password in fields Login, Password.  

 
Area Settings pane 
If the siren is connected and output is defined:  

¶ Siren duration ς specify how long Siren will sound after triggered.  

¶ Siren squawk on arm/disarm ς enable/disable sounds when action arm/disarm is performed (arm ς 1 squawk, disarm 2 
squawks).  

Required when the zone is defined as delay: 

¶ Entry time ς specify in seconds, when delay zone was triggered per this time alarm system must be disarmed, otherwise 
Alarm event will be generated. 

¶ Exit time ς specify in seconds, starts count time after the alarm system is armed, during this time it is necessary to leave 
premises. When arming is done using Protegus, or with DTMF call, system will not start count Exit time. 

Area(-s) number 
Keyswitch 

IMPORTANT: set SIM, only if GPRS communication is required 
Ensure that the SIM card is working and registered on GSM network, before using it.  
If GSM communication is required, ensure mobile data service is enabled. For information, how to enable this service please 
contact your network service provider.  
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Access codes pane 
¶ Administrator code ς (default code 123456) allows full access to the configuration (Administrator code must be six symbols 

in length, and contain digits or Latin characters only). 

¶ Protegus Cloud access Code ς (default code 123456), for more safety change it to six symbol code. 

¶ SMS password ς (default code 123456) password for remote control and programming via SMS messages, (six digit SMS 
password). 

 Users & Reports window 

 
User & Reporting pane 

¶ ID ς user identification number 

¶ Name ς username is indicated. In the reports will be visible who has controlled the alarm system and how. 

¶ Tel number ς user phone number is indicated from which the alarm system will be remotely controlled. Numbers must be 
entered with international code. 

¶ Code ς Protegus app arm/disarm code 

¶ A ς tick this, to allow user to ARM system. 

¶ D ς tick this, to allow user to DISARM system. 

¶ PGM or REC : 
o When both are selected: when user will call to CG17, CG17 will answer and will wait for 20s for DTMF tone. (after every 

new command, time will restart counting).  
o When both are not selected: call from user will be rejected and depending on A and D selection, system status will be 

changed to opposite state.  
o Only REC is selected: allows to chance voice record when user is calling to communicator and enters DTMF codes. 
o Only PGM is selected: allows control PGM outputs with DTMF tones. 

¶ FWD ς redirects SMS messages, which is not related to ŎƻƳƳǳƴƛŎŀǘƻǊΩǎ work (SIM card balance, random messages). 

¶ ACK ς communicator will send answer messages after receiving command from user 
SMS answer texts pane 

¶ Answers to the SMS commands can be customised in the SMS answer text field.  
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iButtons pane 

 
¶ ID ς user identification number 

¶ User ς Username is indicated based on which in the reports sent will be visible who has controlled the alarm system and 
how. 

¶ iButton code ς iButton key identification number for the alarm system control. 

¶ Control ς choose which action system will do when iButton will activate it: None/Arm/Disarm/Arm&Disarm/ 
iButton key registration 
1. If the list is empty, the first registered iButton is recorded in the first section, and it is registered as Master key. 
2. To add other iButton keys, first use master key ς hold it next to iButton key reader for 10s, then do the same action with 

other keys.  
a. When you register keys to TM17, the indication LED State will start blinking in red color.  

3. After successful iButton key registration, again use master key to exit registration mode.  
4. To delete all (and master key) hold master key next to iButton key reader for 20s.  

 Modules window 

 
RS485 modules pane 

¶ ID ς module sequence number. 

¶ Type ς select module (module iO, iO-WL, TM17) from modules list. 

¶ Serial ς mandatory serial six-digit number (set previous step). 

¶ Name ς give name to module. 

¶ Firmware version ς version will be shown when CG17 will be in work mode and detects module. 
Internal modules pane 

Note:  More than one iButton key can be assigned to one user.  
Before user key registration (default parameter), all keys will be assigned to user ID9. 
Registering first 8 keys will be assigned to users with names. Counting from number 9, the keys will be assigned to users named 
User 9 (or No name).  
Permissions to so called User 9 should be set in User no9 permissions (for iButton). 

IMPORTANT: do not use Master key as simple user iButton key, use it only for registration of user keys. 
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 Zones window  

4.4.1 Zones settings tab 

 
ZonesҦZones settings  

¶ ID ς zone number. 

¶ Input ς identifies input type (internal or external device input) and assigns it to zone.  

¶ Area 

¶ Definition ς one of the potential zone functions can be set. How the system acts operating after the zone event (sensor 
response and reset signal displaying) depends on the set zone function. Zone function:  

o Delay ς when the alarm system is on, the input zone Delay violation is allowed within the Exit time.  
o If after Exit time expired the zone remains violated, siren output is triggered and generated report will be sent. 
o If the zone is violated when the alarm system is on, Entry time counting is started. Within this time the alarm system 

must be turned off, otherwise siren`s output is triggered will be generated and reports sent. 
o Interior ς if the zone is violated when the alarm system is on, siren output signals will be immediately generated and 

reports sent. Zone violation is allowed within the time of Entry time and Exit time. 
o Instant ς if the zone is violated when the alarm system is on, siren output signals will be immediately generated and 

reports sent. 
o Keyswitch ς by changing the status of this input it is possible to turn on/off the alarm system. The alarm system is on 

when Exit time is set. This time interval is designated for unhindered leave of the protected premises via the exit route. 
Respective report is sent after the zone status changed. 

o 24_hours ς if the zone is violated at any time, siren output signals will be immediately generated and reports sent. 

¶ Type ς choose an input type from list NC ς Normally Closed, NO ς Normally Open, EOL ς End Of Line 10 kʍ ǊŜǎƛǎǘƻǊ. 

¶ Bypass 

¶ Force 

¶ ARC ς selected event report will be sent to ARC. 

¶ Delay 

¶ CID Code ς zone Contact ID event code (will be set automatically when the zone function is selected). 

4.4.2 Zones reporting tab 

 
ZonesҦReporting 
This window will be shown only if at least one User is described in the Users window. 

¶ Zn ς zone number with event identification mark.  Can be Event (E) or Restore (R).  

¶ Zone SMS text ς text that will be sent to users in SMS message.  

¶ SMS/Call ς check how users will be informed about the event, with SMS or/and Call. 
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 PGM window   

4.5.1 Outputs tab 

 
tDa Ҧ hǳǘǇǳǘǎ ǘŀō 

¶ ID ς specifies PGM ID. 

¶ PGM output ς assign communicator`s or external device`s outputs to PGM.  

¶ Output definition ς Selection output operation mode. 
o Siren ς will control reaction of siren. 
o Remote control ς remote control of peripheral devices (turn on/ turn off). 
o Fire sensor reset ς after fire sensor reacted, reset state from Protegus or SMS. 
o System state ς indicates when system is on/off (arm/disarm). 
o Flash 

¶ Pulse Time, s ς when dial control is used, pulse duration must be indicated. Duration can be from 0 to 9999 sec. 

4.5.2 Control tab 

 
PGM Ҧ/ƻƴǘǊƻƭ ǘŀō 

¶ ID ς Output sequence number. 

¶ Enable ς enables PGM for specific output. 

¶ PGM no. ς selected PGM will be assigned to ID. 

¶ Action: 
o PGM OFF ς a status will change and remain the same until the next command. 
o PGM ON ς a status will change and remain the same until the next command. 
o Pulse OFF ς a status will take time as indicated in Pulse Time. 
o Pulse ON ςa status will take time as indicated in Pulse Time. 

¶ Pulse time, s ς Pulse duration is indicated. Duration can be from 0 to 9999 sec. 

¶ Factor ς select which factor will activate PGM reaction: Zone, Jamming, Sensor lost, iButton, Schedule. 
o if in Schedule tab schedule table is set, then you can describe output that it should be enabled (disabled) at specified 

day and time.  

¶ Factor no. ς depending on what was selected in Factor section, it will show respectively Zone, Sensor, iButton, Schedule. 

¶ Value 
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4.5.3 Scheduler tab 

 
tDa Ҧ {ŎƘŜŘǳƭŜǊ ǘŀō 

¶ ID ς output sequence number. 

¶ Enable ς turn on schedule. 

¶ Start time/Stop time: 
o In section Start time: Time ς indicates when schedule will start.  
o In section Stop time: Time ς indicates when schedule will stop. 
o MonςSun ς it is weekdays. By ticking the days, outputs will be activated on selected days. 

4.5.4 Reporting tab 

 
tDa Ҧ wŜǇƻǊǘƛƴƎ ǘŀō 
This window will be shown only if at least one User is described in the Users window. 

¶ PGM ς indicates PGM ID and report type (E ς Event and R ς Restore). 

¶ SMS text ς SMS text will be sent when Output reacts. 

¶ User SMS/Call ς select how and which users will be informed.  
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 IP reporting window 

 
Primary & Backup channels panes 

¶ Select Communication type.  
o If SMS reporting will be used ς enter TRK encryption key and ǊŜŎŜƛǾŜǊΩǎ phone number. 

¶ Enter receiver`s Domain or IP address and Port.  

¶ Tel number for SMS ς phone number of monitoring station device able to receive reports via SMS channel. 

¶ Encryption Key ς message encryption key of sixςdigits, which must match, with message encryption key of monitoring 
station. 

Settings pane 

¶ Return to primary after ς a period of time after which the communicator will try to restore communication via primary 
channel, min. 

¶ IP PING period ς a period of communication after which test signal PING, is sent via GPRS channel, sec. Check the particular 
checkbox to enable signal sending function 

¶ SMS PING Time ς a period of communication after which test signal PING, is sent via SMS channel, sec. Check the particular 
checkbox to enable signal sending function. 

¶ Backup reporting after ς number of attempts to transmit report via Primary channel is to be indicated. If transmission failed, 
the connection for report transmission via Backup channel will be initiated. 

¶ DNS1ςDNS2 ς addresses of DNS servers. 
Backup channel 2 pane 

¶ Tel number for SMS ς phone number of monitoring station device able to receive reports via SMS channel. 

 Sensors window 

 
Sensors 

¶ ID ς sensor sequence number 

¶ Module type ς chosen sensor will be assigned to ID number. 

¶ Sensor name ς give sensor name. 

¶ Max ς maximum allowed temperature value, above which an event will be reported. For such purpose event named HIGH 
must be enabled. 
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¶ Min ς minimum allowed temperature value, below which an event will be reported. For such purpose event named LOW 
must be enabled. 

 Event summary window 

4.8.1 Events tab 

 
9ǾŜƴǘ ǎǳƳƳŀǊȅ Ҧ 9ǾŜƴǘǎ 

¶ ID ς List number of the event. 

¶ Event name ς the name of the event. 

¶ Enable ς enable the generation of the event. 

¶ ARC ς selected event report will be sent to ARC. 

¶ CID code ς contact ID number. 

¶ SMS event text ς received SMS text after CID event is triggered. 

¶ SMS restore text ς received SMS text after CID event is restored. 

4.8.2 Reporting tab 

 
9ǾŜƴǘ ǎǳƳƳŀǊȅ Ҧ wŜǇƻǊǘƛƴƎ 
This window will be shown only if at least one User is described in the Users window. 

¶ ID ς event number and identification letter (Rς restored. Eς event) 

¶ Event SMS text ς Text which will be visible in SMS message is entered. 

¶ User ς about selected events, users can be informed with SMS or/and Call 

 Events Log window 

 
Events Log 

¶ Read Log ς reads registered log 

¶ Clear Log button ς deletes event log table`s content 

¶ In the table Event No and time with event name can be found. Event log history can show up to 1000 events saved in CG17 
memory.  
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 Physical installation process 

 SIM card 

 
a) Use only Nano SIM card. 
b) SIM card must be already registered to the GSM network if GPRS communication will be used, ensure to enable 

mobile data service.  
c) To configure the communicator remotely, insert a SIM card with the PIN code request function disabled.  

 Mounting 

In case, the CG17 will be mounted using screws, take out PCB board, 
Then fix the bottom part of its place with screws and place the PCB board back into the case. 
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 Wiring example 

 Input wiring 

The communicator contains four inputs for connection of sensors. Possible types of inputs are NC (normally closed), NO (normally 
closed), EOL (End of line) 10 kʍΦ {ŜŜ ōŜƭƻǿ Ƙƻǿ ǘƻ ŎƻƴƴŜŎǘΥ  

 
NO, Normally Open NC, Normally Closed Normally closed circuit with end of line resistor 

(EOL, End of Line) 

 
 

 

  
 
 

INx     COM 
     COM 

INx            COM
      

Note:  
¶ When connecting temperature sensor with longer than 0.5 m wires, it is recommended to use twisted pair cable (UTP, STP). 

¶ Maximum four iO-MOD modules can be connected to the one communicator in one system 

¶ Maximum eight iO or/and  iO-WL modules can be in one system 

¶ iButton key readers and temperature sensors can be connected directly to 1-wire data bus.  
o In addition, iButton key readers schematic shows the colour code of wires for LED connection 
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 Fire sensor wiring  

Fire sensors can be connected only to that PGM which are defined as Fire sensor reset (see TrikdisConfig PGM window ς> Outputs 
tab) 

¶ Four wire type fire sensor  

 
¶ Two wire type fire sensor 

a) using zone EOL (or NC, without resistor). 

 
b) using zone NO. 

 
*SM1 ς compatible module made by Trikdis allowing connecting 2-wire fire sensor to the CG17 that use 4-wire detector wiring 
scheme.  

 Temperature sensor wiring 

 
 

 

¶ Temperature sensors can be connected directly to 1-wire data 
bus.  

¶ To CG17 can be connected these temperature sensors:  

DS18B20, DS18S20. 

¶ When connecting temperature sensor with longer than 0.5 m 
wires, we recommend to use twisted pair cable (UTP, STP). 

 Wire colors:  
RED ς +Vdd, connect it to +5V contact 
YELLOW ς DQ, connect it to 1 Wire contact 
BLACK ς GND, connect it to COM contact 
 










